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Abstract. The present world is data world; without this data cannot survive in 

present stage. This data produced more from social media; this media data is public 

data; This public data not have good security; so to overcome this issue we apply 

the Salsa method. This method easily hack the data from the hackers. RBJ32 

method has 5 steps. 1. Applying the key and multiply that key; 2. To apply the prime 

number in the S2 and T 2; 3. To calculate the EA1 and EA2; 4. To swap the EA1 

and EA2 in matrix EnA; 5. Apply the column operations. The proposed method 

provides good security while comparing with Salsa method. 
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1. INTRODUCTION 

The present world is data world; without this data cannot survive in present stage. 

This data produced more from social media; this media data is public data; This 

public data not have good security; so to overcome this issue we apply the Salsa 

method. This method easily hack the data from the hackers. The additional rotations 

XOR for ChaCha is fault attack [1]. This author is used new hash concept for key 

guessing and halting condition [2]. Author was introduced the bricklayer attack for 

analysis of ChaCha [3]. They mainly focus the security for Double A [4]. They made 

new design for secure fast and flexible algorithm [5]. SRB18 method used to provide 

security for data [6]. SRB21 method used to provide security for data [7]. CBB21 

method 

TABLE 1. Applying prime numbers in ES and ET 

 

S T S2 T 2 Equation(2) and (6) Equation(3) and (7) 

3 1 9 1 8 10 

5 1 25 1 24 26 
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7 3 49 9 40 58 

9 3 81 9 72 90 

 

used to provide security for data [8]. CBB22 method used to provide security for data 

[9]. To overcome this problem introduced the novel method RJB32( Rajaprakash 

Jaichandran and Bagath Basha) 32. 

 

2. METHODS 

• RJB32 method are Table 2 and Table 3 are encryption and decryption. 

3. ENCRYPTION 

• A is a data analyzed matrix. [10] 

 

EnA=
















102110108

105105106

104103102
 

Se=1/3  

Equation (1)" 

EnA=
















3/1023/1103/108

3/1053/1053/106

3/1043/1033/102
 

"Pair-1(8,10)" 

EnA=
















3/1023/1023/108

3/1053/1053/106

3/1043/1033/110
 

TABLE 2. RJB32 Encryption 

 

STEPS RJB32 ENCRYPTION 

1 Analyzed the prediction data from social media. 

2 Convert the prediction data to matrix A. 

3 
EnA = Se A (1) 

where EnA is encryption matrix A. 

4 Applying the prime numbers ES and ET. 

5 Calculate the ES2 and ET 2. 

6 EA1 = ES2 − ET 2 (2) 

7 EB1 = ES2 + ET 2 (3) 
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8 
If EA1 and EB1 value will be above size of the matrix then add 

and make it single digit values 

9 Swap EA1 and EB1 in EnA 

10 
CA = Ci < − > (Ci+(n−m)) (4) where CA is Column encrypted matrix, 

C is a columns, i, n and m is column numbers 

"Pair-2(24,26)" 

EnA=
















3/1023/1053/108

3/1023/1053/106

3/1043/1033/110
 

"Pair-3(40,58)" 

EnA=
















3/1023/1053/108

3/1023/1053/106

3/1043/1033/110
 

 

"Pair-4(72,90)" 

EnA=
















3/1023/1053/108

3/1023/1053/106

3/1043/1033/110
 

Equation(4) 

CA=
















3/1083/1053/102

3/1063/1053/102

3/1103/1033/104
 

4. DECRYPTION 

DnA=
















3/1083/1053/102

3/1063/1053/102

3/1103/1033/104
 

TABLE 3. RBJ32 Decryption 

 

STEPS RJB32 DECRYPTION 

1 
DA = Di < − > (Di+(n−m)) (5) where CA is Column encrypted matrix, 

C is a columns, i, n and m is column numbers 

2 Applying the prime numbers DS and DT. 

3 Calculate the DS2 and DT 2. 

4 DA1 = DS2 − DT 2 (6) 

5 DB1 = DS2 + DT 2 (7) 

6 Swap A1 and B1 
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7 
DnA = A/Se (8) 

where DnA is decryption matrix A. 

 

Equation(5) 

DnA=
















3/1023/1053/108

3/1023/1053/106

3/1043/1033/110
 

 

"Pair-1(90,72)" 

DnA=
















3/1023/1053/108

3/1023/1053/106

3/1043/1033/110
 

 

"Pair-2(58,40)" 

DnA=
















3/1023/1053/108

3/1023/1053/106

3/1043/1033/110
 

 

"Pair-3(26,24)" 

DnA=
















3/1023/1023/108

3/1053/1053/106

3/1043/1033/110
 

 

Pair-4(10, 8)" 

DnA=
















3/1023/1103/108

3/1053/1053/106

3/1043/1033/102
 

"Equation (8)" 

EnA=
















102110108

105105106

104103102
 

5. CONCLUSION 

The present world is data world; without this data cannot survive in present stage. 

This data produced more from social media; this media data is public data; This 

public data not have good security; so to overcome this issue we apply the Salsa 

method. This method easily hack the data from the hackers. RBJ32 method has 5 
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steps. 1. Applying the key and multiply that key; 2. To apply the prime number in the 

S2 and T 2; 3. To calculate the EA1 and EA2; 4. To swap the EA1 and EA2 in matrix 

EnA; 5. Apply the column operations. The RJB32 method provide good security 

while compared with Salsa method. In the future, to add the prime factors operations 

of the data security. 
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